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Open-Source Security 
by the Numbers
The vast majority of today’s technology applications rely on open-source software (OSS), which can 
enhance innovation by leveraging the knowledge of the global OSS community. However, open source 
comes with cybersecurity vulnerabilities that bad actors are working to exploit. The vendor you choose 
for open-source security will determine the safety and outcomes of your applications built with OSS. 

Here are the latest numbers on OSS usage, cyberthreats, data breaches, and vulnerabilities—
and how Anaconda can help.
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Is your open-source pipeline secure?
Anaconda is your one-stop shop for trusted OSS packages. Leverage our 
expert-curated CVE data, policy filters, user access controls, software bills 
of materials (SBOMs), and enterprise-grade support to empower users 
and teams to securely innovate using open-source tools.

Contact Us
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https://pypl.github.io/PYPL.html
https://www.synopsys.com/software-integrity/resources/analyst-reports/open-source-security-risk-analysis.html
https://www.ibm.com/reports/data-breach
https://drive.google.com/file/d/1lYqcOU-w3OROi-tlgkhZKn0QfqZJzXcd/view?usp=sharing
https://www.verizon.com/business/resources/reports/dbir/
https://www.cve.org/About/Metrics
https://www.gartner.com/en/newsroom/press-releases/2022-03-07-gartner-identifies-top-security-and-risk-management-trends-for-2022
https://www.anaconda.com/contact

